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INFORMATIVA EX ART. 13 REGOLAMENTO UE 2016/679 PER IL TRATTAMENTO DEI 
DATI PERSONALI DEI SOGGETTI CHE SEGNALANO ILLECITI (D.LGS. N. 24 DEL 

10/03/2023) 
 

Il Titolare fornisce, qui di seguito, l’informativa sui trattamenti dei dati personali effettuati in 
relazione alla gestione delle Segnalazioni, disciplinate dalla Procedura Whistleblowing adottata.  

Categorie di dati personali  

a. Dati personali comuni di cui all’art. 4, punto 1, del GDPR del Segnalante (nel caso di Segnalazioni 
non anonime) nonché di eventuali Persone coinvolte o menzionate nella Segnalazione e 
Facilitatori, come definiti dalla Procedura Whistleblowing (di seguito “Interessati”), quali: dati 
anagrafici (ad es. nome, cognome, data e luogo di nascita), dati di contatto (es. numero 
telefonico fisso e/o mobile, indirizzo postale/e-mail).  

b. Categorie particolari di dati di cui all’art. 9) del GDPR, qualora inserite nella segnalazione.  
 
I dati trattati sono quelli forniti dal segnalante al fine di rappresentare le presunte condotte illecite 
delle quali sia venuto a conoscenza in ragione del proprio rapporto di servizio con l’Ente 
commesse dai soggetti che a vario titolo interagiscono con il medesimo, vengono trattati allo 
scopo di effettuare le necessarie attività istruttorie volte a verificare la fondatezza del fatto 
oggetto di segnalazione e l’adozione dei conseguenti provvedimenti. La gestione e la preliminare 
verifica sulla fondatezza delle circostanze rappresentate nella segnalazione sono affidate al RPCT 
che vi provvede nel rispetto dei principi di imparzialità e riservatezza effettuando ogni attività 
ritenuta opportuna, inclusa l’audizione personale del segnalante e di eventuali altri soggetti che 
possono riferire sui fatti segnalati. 
Qualora, all’esito della verifica, si ravvisino elementi di non manifesta infondatezza del fatto 
segnalato, il Responsabile provvederà a trasmettere l’esito dell’accertamento per 
approfondimenti istruttori o per l’adozione dei provvedimenti di competenza:  

a) al dirigente dell’ASP 

b) agli organi e alle strutture competenti dell’Ente affinché adottino gli eventuali ulteriori 

provvedimenti e/o azioni ritenuti necessari, anche a tutela dell’Ente stesso; 

c) se del caso, all’Autorità Giudiziaria, alla Corte dei conti e all’ANAC. In tali eventualità 

nell'ambito del procedimento penale, l'identità del segnalante è coperta dal segreto nei 

modi e nei limiti previsti dall'articolo 329 del codice di procedura penale; nell'ambito del 

procedimento dinanzi alla Corte dei conti, l'identità del segnalante non può essere rivelata 

fino alla chiusura della fase istruttoria; nell'ambito del procedimento disciplinare l'identità 

del segnalante non può essere rivelata, ove la contestazione dell'addebito disciplinare sia 

fondata su accertamenti distinti e ulteriori rispetto alla segnalazione, anche se 

conseguenti alla stessa. Qualora la contestazione sia fondata, in tutto o in parte, sulla 
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segnalazione e la conoscenza dell'identità del segnalante sia indispensabile per la difesa 

dell'incolpato, la segnalazione sarà utilizzabile ai fini del procedimento disciplinare solo in 

presenza di consenso del segnalante alla rivelazione della sua identità 

Qualora il RPCT debba avvalersi di personale dell’Ente ai fini della gestione delle pratiche di 
segnalazione, tale personale per tale attività è appositamente autorizzato al trattamento (artt. 4, 
par. 10, 29, 32, par. 4 Regolamento e art. 2-quadeterdecies del Codice privacy) al trattamento dei 
dati personali e, di conseguenza, il suddetto personale dovrà attenersi al rispetto delle istruzioni 
impartite, nonché di quelle più specifiche, connesse ai particolari trattamenti, eventualmente di 
volta in volta fornite dal RPCT. È fatto salvo, in ogni caso, l’adempimento, da parte del RPCT e/o 
dei soggetti che per ragioni di servizio debbano conoscere l’identità del segnalante, degli obblighi 
di legge cui non è opponibile il diritto all’anonimato del segnalante. Con modalità tali da garantire 
comunque la riservatezza dell’identità del segnalante, Il RPCT rende conto del numero di 
segnalazioni ricevute e del loro stato di avanzamento all’interno della relazione annuale di cui 
all’art. 1, co. 14, della legge n. 190/2012. 

I dati raccolti verranno conservati in una forma che consenta l’identificazione degli interessati per 
un arco di tempo non superiore al conseguimento delle finalità per le quali sono trattati. 

 

Finalità del trattamento e relativa base giuridica  

I suddetti dati personali sono trattati dal Responsabile della Prevenzione della Corruzione e della 
Trasparenza (RPCT) nell'esecuzione dei propri compiti, con particolare riferimento al compito di 
accertare eventuali illeciti denunciati nell’interesse dell’integrità dell’Organizzazione, ai sensi del 
D.Lgs. 24/2023, dai 
soggetti che, in ragione del proprio rapporto di lavoro presso l’Organizzazione, vengano a 
conoscenza di condotte illecite, in particolare: 

• Dipendenti di ASP; 
• Dipendenti di un soggetto di diritto privato sottoposto a controllo pubblico ai sensi del 

Codice civile; 
• Lavoratori e collaboratori di imprese che forniscono beni e servizi ad ASP, o che realizzano 

opere in favore di ASP; 
• Lavoratori autonomi o collaboratori, liberi professionisti e consulenti che svolgono la 

propria attività presso ASP; 
• Volontari e tirocinanti, retribuiti e non retribuiti; 
• Persone con funzioni di amministrazione, direzione, controllo, vigilanza o rappresentanza; 
• Partecipanti alle procedure concorsuali e/o di selezione; 
• Pensionati ed altri soggetti il cui rapporto di lavoro con ASP sia cessato per qualunque 

motivo (dimissioni, licenziamento, distacco, comando, aspettativa, etc.)  
• altri soggetti individuati dal D.Lgs. n. 24/2023.  
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Il trattamento dei dati trova inoltre le sue basi giuridiche nell’adempimento di un obbligo legale 
a cui è soggetto il Titolare del Trattamento ai sensi: 

• dell’art. 1 comma 51 delle Legge n.190/2012 sulle “Disposizioni per la prevenzione e la 
repressione della corruzione e dell'illegalità nella pubblica amministrazione”; 

• dell’art.1 della Legge n.179/2017 “Disposizioni per la tutela degli autori di segnalazioni di reati 
o irregolarità di cui siano venuti a conoscenza nell'ambito di un rapporto di lavoro pubblico 
o privato”; 

• del D.Lgs. 24/2023 “Attuazione della direttiva (UE) 2019/1937 del Parlamento europeo e del 
Consiglio, del 23 ottobre 2019, riguardante la protezione delle persone che segnalano 
violazioni del diritto dell'Unione e recante disposizioni riguardanti la protezione delle 
persone che segnalano violazioni delle disposizioni normative nazionali” 
 

Infine il trattamento dei dati comuni, particolari e giudiziari è lecito in quanto ricorrono 
rispettivamente le condizioni di cui ai seguenti articoli: 

• art. 6, par. 1, lett. c), e par. 3 GDPR; 
• art. 9, par. 2, lett. b) GDPR; 
• art. 10 GDPR e art. 2-octies del D.Lgs. 196/2003. 

 
Nell’ipotesi in cui si instauri un procedimento disciplinare nei confronti del segnalato, la base 
giuridica del trattamento relativo all’identità del segnalante trova fondamento nel consenso 
espresso di cui all’art. 6, par. 1 lett. a) del Regolamento. In tale ipotesi il consenso viene espresso 
tramite sottoscrizione del consenso stesso nell’ambito del procedimento disciplinare nel solo 
caso in cui sussistano tutte le condizioni di cui all’art. 12 c. 5 del D.Lgs. 24/2023.  

Conservazione dei dati personali  

Il titolare conserva i dati personali secondo nei termini previsti dall’art. 14 del d.lgs. n. 24/2023, cioè 
per il tempo necessario al trattamento della segnalazione e comunque per non oltre 5 anni a 
decorrere dalla data di comunicazione dell’esito finale della Segnalazione.  
I dati personali che manifestamente non sono utili al trattamento di una specifica segnalazione 
non sono raccolti o, se raccolti accidentalmente, sono cancellati tempestivamente.  
 

Modalità e logica del trattamento  

I trattamenti dei dati sono effettuati manualmente e/o attraverso strumenti automatizzati 
informatici e telematici con logiche correlate alle finalità sopraindicate e, comunque, in modo da 
garantirne la sicurezza e la riservatezza. Il sistema di gestione delle segnalazioni garantisce, in 
ogni fase, la riservatezza dell’identità del Segnalante, delle persone coinvolte e/o comunque 
menzionate nella segnalazione, del contenuto della Segnalazione e della relativa 
documentazione, fatto salvo quanto previsto dall’art. 12 del d.lgs. n. 24/2023.  
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Nel caso della piattaforma on line di segnalazione, il fornitore del servizio è Whistleblowing 
Solutions. Tale soggetto è nominato Responsabile esterno del trattamento ai sensi dell’art. 28 del 
Regolamento UE 2016/679. 
Il trattamento dei dati raccolti è effettuato dall’Organizzazione nel rispetto dei diritti e delle libertà 
fondamentali ed è improntato ai principi di correttezza, liceità, trasparenza e di tutela della 
riservatezza. Il Responsabile esterno garantisce che i Dati Personali raccolti saranno trattati con 
strumenti automatizzati e non automatizzati; la conservazione in forma elettronica dei Dati 
Personali avviene in server sicuri posti in aree ad accesso controllato e dotate di accessi ristretti. 
Specifiche misure di sicurezza sono osservate per prevenire la perdita dei dati, usi illeciti o non 
corretti ed accessi non autorizzati. 
L’informativa del fornitore è individuabile all’indirizzo 
https://www.whistleblowingsolutions.it/social-enterprise/privacy-policy/ 
 
Non sono utilizzate modalità di trattamento basate su processi decisionali automatizzati (art. 22 
del GDPR), né tecniche di profilazione. 
 

Titolare, Data Protection Officer e categorie di persone autorizzate al trattamento dei dati  

Il Titolare del trattamento dei dati personali da voi forniti è A.S.P. Montevarchi, con sede legale in 
Via Pascoli 45 Montevarchi (AR).; Dati di contatto: tel. +39 055/980340 oppure per e-mail 
casariposo@asp-montevarchi.com  

Il Responsabile Protezione Dati, individuato in Fabrizio Torrini contattabile all’indirizzo 
privacy@sicures.it 

 
Il Titolare ha autorizzato un Responsabile per la Prevenzione della Corruzione e la Trasparenza al 
coordinamento del processo di gestione delle segnalazioni disciplinato dalla Procedura 
Whistleblowing. 
 
 

Categorie di soggetti terzi ai quali i dati potrebbero essere comunicati  

Alcuni trattamenti dei dati personali possono essere effettuati anche all’estero in Paesi UE o extra 
UE; in quest’ultimo caso, il trasferimento dei dati è effettuato in virtù dell’esistenza di una decisione 
della Commissione Europea circa l’adeguatezza del livello di protezione dei dati del Paese extra 
UE oppure sulla base delle appropriate e opportune garanzie previste dagli artt. 46 o 47 del GDPR 
(es. sottoscrizione delle “clausole tipo” di protezione dei dati adottate dalla Commissione 
europea) o degli ulteriori presupposti di legittimità al trasferimento previsti dall’art. 49 del GDPR.  
Inoltre, alcuni trattamenti possono essere effettuati da ulteriori soggetti terzi, ai quali il Titolare 
affida talune attività (o parte di esse) per le finalità oggetto della presente informativa; tali 
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soggetti opereranno in qualità di Titolari autonomi o saranno designati Responsabili del 
trattamento e sono essenzialmente ricompresi nelle seguenti categorie:  

a. Consulenti (Organizzazione, Contenzioso, Studi Legali, ecc.)  
b. Agenzie investigative  
c. Istituzioni e/o Autorità Pubbliche, Autorità Giudiziaria, Organi di Polizia.  

 
Sono destinatari dei dati raccolti a seguito della segnalazione, se del caso, l’Autorità Giudiziaria, 
la Corte dei conti e l’ANAC. 

I dati personali raccolti sono altresì trattati dal personale dell’Ente, che agisce sulla base di 
specifiche istruzioni fornite in ordine a finalità e modalità del trattamento medesimo. 

Whistleblowing Solutions Impresa Sociale S.r.l. quale fornitore del servizio di erogazione e gestione 
operativa della piattaforma tecnologica di digital whistleblowing in qualità di Responsabile del 
trattamento ai sensi dell’art. 28 del Regolamento UE 2016/679. 

 

Diritti degli interessati  

L’interessato, nelle persone del Segnalante o del Facilitatore, ha diritto di accedere in ogni 
momento ai dati che lo riguardano e di esercitare i diritti previsti dagli articoli da 15 al 22 del GDPR, 
per quanto applicabili (diritto di accesso ai dati personali, diritto a rettificarli, diritto di ottenerne 
la cancellazione o cd. diritto all’oblio, il diritto alla limitazione del trattamento, il diritto alla 
portabilità dei dati personali o quello di opposizione al trattamento), inviando una e-mail 
all’indirizzo: privacy@sicures.it 
Inoltre, l’interessato ha diritto di proporre un reclamo al Garante della protezione dei dati 
personali. I suddetti diritti non sono esercitabili dalla persona coinvolta o dalla persona 
menzionata nella segnalazione, per il tempo e nei limiti in cui ciò costituisca una misura 
necessaria e proporzionata, ai sensi dell’art. 2- undecies del Codice Privacy in quanto 
dall’esercizio di tali diritti potrebbe derivare un pregiudizio effettivo e concreto alla tutela della 
riservatezza dell’identità della persona segnalante.  
 


